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Be Aware and Prepare

1 Watch out for and avoid phishing scams in emails, texts 
and voice calls.

2 Think before you click.  Most cyber attacks begin with a user clicking in a 
phishing email and entering information into a legitimate-looking link or webpage. 

3 Oops, I clicked!  If you clicked and realize it is a scam, contact Intrada’s 
cybersecurity team right away. Our team will promptly get to work to keep you safe.

4 Implement multi-factor authentication on your accounts. 
Accounts with multi-factor authentication are 99% less likely to get hacked.

5 Turn on automatic software updates.  Select automatic updates on 
laptops, desktops, tablets, phones and web browsers too!

6 Use strong passwords.  Make your passwords at least 8 characters, 
with upper and lowercase letters and at least one number and special character.

7 Report unusual or suspicious cyber activity to the Intrada 
Technologies team.  We will check it out and work with you to report important 
information to the FBI and Cybersecurity and Infrastructure Security Agency (CISA).
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Russia’s invasion of Ukraine may impact data security in local, regional and national companies. 
Every organization and staff member must be aware and prepare to prevent a cyber incidents.


